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1. Overall Description:

SA2 would like to thank CT3 for their LS and inform CT3 that the issues raised in the LS were clarified via the attached CR agreed at SA2#135 and via CR 1481 against TS 23.502 (see S2-1908551) agreed at SA2#134 and already implemented in the latest version of TS 23.502.
SA2 answers the questions raised by CT3 in their LS as follows:

(Questions a. to g. relate to the "Downlink data delivery status" event.)
a. CT3 question:
How does the SMF detect the downlink delivery status in step 7? (CT3 had problems identifying the relevant information in the quoted subclause 4.2.3.) Does the SMF make that determination based on information on the UE status or based on information obtained from the UPF?

SA2 answer:
The detection only applies for High Latency communication using the 
Network Triggered Service Request procedure in subclause 4.2.3.3 of TS 23.502 or using the UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation (clause 4.24.2 in TS 23.502), and only when buffering at the SMF is used. Buffering at the UPF is FFS. Here, the SMF configures the UPF to forward received downlink packets to the SMF. The SMF becomes aware that Downlink Packet(s) require extended buffering via a Namf_Communication_N1N2MessageTransfer service operation and obtaining a corresponding response. If the SMF decides to discard packets, the "Downlink Packet(s) discarded event" is detected. The SMF detects that previously buffered packets can be transmitted by the fact that the related PDU session becomes ACTIVE.
b. CT3 question:
Is any traffic filter information included in step 3?

SA2 answer:
Yes, traffic information may be provided to the SMF in the event subscription.
c. CT3 question:
If so, is there a need to install any traffic filters for traffic detection in the UPF in step 3? 

SA2 answer:
If buffering is done at the SMF, there is no need to update traffic filters at the UPF, assuming that a traffic detection rule with suitable (e.g. wildcarded) filters to forward downlink packets to the SMF has already been previously installed.
d. CT3 question:
If so, how would such filters interact with packet filters derived by the SMF from PCC rules obtained via the Npcf_SMPolicyControl service? 

SA2 answer:
For buffering at the SMF, those packet filters are only used within the SMF to inspect packets for the purpose of reporting events to the AF that subscribed. They are thus independent of packet filters in PCC rules.
e. CT3 question:
Can multiple traffic filters be supplied in steps 1 and 2? 

SA2 answer:
The purpose of the traffic filter(s) is to identify a downlink data source. While SA2 anticipates that in most cases a single traffic filter is sufficient, it also allows multiple filters.
f. CT3 question:
If so, is there a need to identify the related flows in step 8? 

SA2 answer:
No. It is sufficient to identify the source of the downlink data via the subscription.
g. CT3 question:
Can ethernet traffic filters be supplied in steps 1 and 2 (despite the term IP filters)? 

SA2 answer:
Yes.
(Questions h. to j. relate to the "Availability after DDN Failure" event.)
h. CT3 question:
Can the traffic descriptor in steps 1 and 3c also be of Ethernet type, and can there be multiple traffic descriptors? 

SA2 answer:
Yes, the answers e. to f. above also apply for subscriptions for the "Availability after DDN Failure" event.
i. CT3 question:
Is the traffic descriptor transferred in step 2 (the Nudm_EventExposure_Subscribe service operation seems to require an extension)? 

SA2 answer:
Yes. SA2 updated the Nudm_EventExposure_Subscribe service operation accordingly.
j. CT3 question:
In step 3c, is the "Downlink delivery status" event with status "discarded" suitable instead of the separate event "Availability after DDN Failure"? (The agreed stage 3 procedures so far take that assumption and make the special event detection procedures in step 6e dependent on the presence of the traffic descriptor.) 

SA2 answer:
SA2 agrees that from the SMF perspective the handling of those events is identical. However, to simplify the UDM procedures SA2 still decided to keep those events separate.
2. Actions:

To CT3 group.

ACTION: 
SA2 asks CT3 to take the answers provided by SA2 and that related attached agreed CRs into account in the stage 3 work.
3. Date of Next SA2 Meetings:
SA2 Meeting #136
18th November – 22nd November 2019
Reno, Nevada, US

SA2 Meeting #137
13th – 17th January 2020
TBD
